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ORamaVR S.A. Privacy Policy 

Last Updated: June 16th, 2022 

We are ORamaVR S.A., a Switzerland based company, which creates virtual reality 

(VR) software products and services and operates a platform where users can download 

and obtain services related to or in connection with our VR products. In order to provide 

you with the best of our services we need information that we obtain through the 

collection and processing of Personal Data.  

We are committed to protecting and respecting the privacy of our user’s Personal Data 

and will process all Personal Data fairly, lawfully, and transparently. Therefore, we 

make sure that we stay always in line with Regulation (EU) 2016/679 (General Data 

Protection Regulation or GDPR), Swiss Federal Act on Data Protection (FADP) as well 

as with all other applicable data protection and privacy laws or regulations. 

NOTWITHSTANDING TO ANYTHING AFOREMENTIONED OR SPECIFIED 

HEREINBELOW THE GDPR WILL APPLY ONLY IN THOSE CASES WHEN 

YOU ARE A CITIZEN OR RESIDENT OF ONE OF THE MEMBER STATES OF 

THE EUROPEAN UNION.  

We have set forth this Privacy Policy to explain how we, ORamaVR S.A. and our 

affiliates (collectively “Company”, “we”, “us”, or “our”) collect, use, transfer, disclose 

and protect your information and Personal Data as part of our technology platforms, 

including without limitation, our company’s websites ( www.oramavr.com / 

portal.oramavr.com ), web pages, forum, social media pages, and software (the 

“Services”), as well as the choices you have when you visit our website or make use of 

our Services. Our Privacy Policy is designed to give you a comprehensive 

understanding of the steps that we take to protect the information and Personal Data 

that you share with us, and we would always recommend that you read it in full. 

Please note that this Privacy Policy applies to your use of our Services, and it governs 

any and all data collection and usage by us. It does not govern the collection and use of 

information and Personal Data by companies that we do not control, nor by individuals 

not employed or managed by us. Social Media Platforms have their own privacy 

policies, and you should also read the applicable privacy policy for the social media 

platform that you are using to see how the social media platform will collect and use 

your Personal Data. If, furthermore, you visit a website that we mention or link to, be 

sure to review its privacy policy before providing the site with information and Personal 

Data. It is highly recommended and suggested that you review the privacy policies and 

statements of any website you choose to use or frequent to better understand the way 

in which websites make use of and share the information collected. 

By accessing and continuing to use our Services and by submitting Personal Data and 

information to us, you confirm that you agree to this Privacy Policy, and where we 

require your consent that you have provided us with that consent. 

http://www.oramavr.com/
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We reserve the right to update or modify this Privacy Policy at any given time without 

prior notice by posting the revised version of this Privacy Policy on our website. If you 

want to make sure that you are up to date with the latest changes, we advise you to 

frequently visit this page. Your use of our Services following any such change, 

constitutes your agreement that all Personal Data and information collected from or 

about you after the revised Privacy Policy is posted on the website will be subject to 

the terms of the revised Privacy Policy.  

If at any point in time we decide to make use of your Personal Data in a manner vastly 

different from that which was stated when this information was initially collected, the 

user or users shall be promptly notified by email. Users at that time shall have the option 

as to whether to permit the use of their Personal Data and iinformation in this separate 

manner. 

You may access the current version of this Privacy Policy at any time by clicking on 

the link marked Privacy Policy at the bottom of the homepage of our website. 

1. Personal Data Controller  

ORamaVR S.A. (an incorporation pursuant to the laws of Switzerland, located at Route 

de la Galaise 34, c/o FONGIT, CH-1228 Plan-les-Ouates, Geneva, Switzerland - 

referred to as “ORamaVR”, “company”, “we”, “us” and “our” in this Privacy Policy) 

is the controller and is responsible for the collection and processing of your Personal 

Data and information.  

2. Personal Data and other information we collect 

This Privacy Policy covers our use of any information that can be considered as 

“Personal Data”. “Personal data” means any information relating to an identified or 

identifiable natural person (“data subject”); an identifiable natural person is one who 

can be identified, directly or indirectly, in particular by reference to an identifier such 

as a name, an identification number, location data, an online identifier or to one or more 

factors specific to the physical, physiological, genetic, mental, economic, cultural or 

social identity of that natural person. It does not cover information which cannot be 

used to identify you (“Anonymous Data”). 

In order to provide you with the best of our Services we collect and use certain Personal 

Data and other information from and about the users of our Services, including but not 

limited to:  

(i) Personal Data You Give Us. We collect the Personal Data you knowingly and 

voluntarily provide to us when you use our Services, for example, the Personal Data 

you provide to us when you register to use our Services. These Personal Data include, 

without limitation: 

- your name,  

- email address,  

- country,  
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- the username and password you choose to use on our Services,  

- your avatar and  

- internal account IDs that we assign to your account.  

We collect and use these Personal Data in order to authenticate you when you register 

an account and use our Services, to make sure you are eligible and able to receive our 

Services, and so that you receive the correct version of the Services. Once you register 

to our Services you will be able to add more Personal Data on your profile such as your 

age, job and specification, gender etc.  

Furthermore, you have the option to use a single sign-on service to use our Services. 

As such, the Personal Data we collect also depend on which external accounts you 

choose to use, their privacy policy, and what your privacy settings with those services 

allow us to see when you use their services to access our Services. Therefore: 

- If you choose to link your Google account to the Services, we will collect your 

Google email address and an authentication token provided by Google. 

- If you choose to link your Facebook account to the Services, we will collect a 

unique user ID provided by Facebook and, if permitted by you, your Facebook 

registered email address. 

When you post, share or communicate with us we receive and store these 

communications and information associated with them as well as Personal Data such 

as your email address. Please bear in mind that posts and comments on Social Media 

Platforms are publicly available and, therefore, information and Personal Data included 

therein are not subject to the restrictions on use or disclosure under this Privacy Policy. 

You should check your privacy settings to ensure that they reflect the level of privacy 

that you wish to maintain for the relevant social media account.  

We also collect information that you provide to us by filling in forms on our website as 

well as your responses to surveys that we might ask you to complete for research 

purposes. Any suggestions, feedback or other information that you provide to us 

relating to our business, Services or other products, are provided to us on a non-

confidential basis. 

(ii) Data We Collect When You Use Our Software (Analytics). When you use our VR 

software, we collect, analyze and aggregate a series of data concerning the way you 

handle our product. These data include information such as: 

- your completion time per action,  

- if you skipped an action,  

- your score for each action,  

- your session time, your total session count,  

- your error/warning count,  

- the date and time of each session,  

- the scenario ID that you played (if applicable in session) 

- VR Logger’s hand movements and interactions, avatar movements and speech. 
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(iii) Data We Collect Through Your Web Browser. As you interact with our Services, 

we may automatically collect general data and information that is sent to us by your 

web browser such as: 

- details of the device(s) you use to access our Services,  

- your internet protocol (IP) address,  

- login data,  

- your username and password,  

- the address of the web page you were visiting when you accessed our website 

or an advertisement hosted by us on a third-party website,  

- your browser type and version,  

- time zone setting and location,  

- information on your operating system and browser and  

- the date and time you visited our website.  

We may also additionally collect data about your browsing actions and patterns, such 

as how and when you use our Services, how you moved around our website, what you 

searched for, website performance statistics, traffic, location, weblogs and other 

communication data.  

We collect these data by using cookies, server logs and other similar technologies, 

depending on the settings on your web browser. The data we collect automatically do 

not include information that identifies you personally. However, we may maintain it or 

associate it with Personal Data and Information we collect in other ways or receive 

from third parties. We use this non-personal information primarily to create statistics 

that help us improve our Services and our business.  

Please see our Cookie Policy (www.oramavr.com/cookies-policy/) for more 

information about how we use them. Insofar as cookies collect Personal Data, we will 

process it only based on your explicit consent, in anonymized form, or under a 

pseudonym.   

(iv) Data Provided to Us by Third Parties. We may receive data about you from our 

business partners, service providers that furnish us with analytical information 

(including geographic and demographic information) on users of our website and social 

networking sites or services (such as Facebook, Twitter, and other social media 

providers) you may interact with via our Services. These third parties may use cookies 

alone or in conjunction with web beacons or other tracking technologies to collect 

information about you. We use the Personal Data and information provided to us by 

these third parties consistent with Section 4 of this Privacy Policy. However, we do not 

control how these third parties themselves use or disclose the information they collected 

from or about you, nor is any such third party’s use or disclosure of such information 

subject to this Privacy Policy. 

(v) Advertising Data. We may also collect information regarding visits to 

advertisements we host on behalf of our clients, which may appear on third party 

websites. This information may include the number of times an advertisement was 

https://oramavr.com/cookies-policy/
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viewed, how long the advertisement was viewed, the time of day, and the IP address of 

the computer that viewed the advertisement.  

3. How we collect your Data 

We may collect Personal Data and other information form and about you in the 

following ways: 

• when you interact directly with us by filling in forms, entering information 

online or by corresponding with us by email or otherwise. This includes 

personal data you provide, for example, when you: 

- create an account  

- subscribe to our forum, newsletter or social media pages  

- contact us with an enquiry or to report a problem (by email, or 

otherwise) or 

- when you log in to our website via social media 

• when you use our Services, we collect information by tracking your movements 

and progress while using our VR software 

• when you interact with our website we collect information through cookies, 

server logs and other similar technologies. 

• by receiving Personal Data about you from various third parties, including 

analytics providers, such as Google, and social media platforms. 

4. How we use and process your Personal Data and information we collect 

We may use the Personal Data and information we collect about you or you provide to 

us through your access to and use of our Services, for the following purposes:  

a. to operate and provide you our Services. We use your Personal Data and information 

we collect to operate, maintain, enhance and provide you with our Services. For 

example, in order to: 

- create accounts and user profiles,   

- enable certain features, 

- communicate with you about our Services, 

- provide you with customer and technical support,  

- contact you for administrative purposes such as customer service 

- respond to comments and questions.  

b. to improve and develop your experience and our Services. We use your Personal 

Data and information we collect to understand and improve our Services and to develop 

our VR Software. For example, in order to: 

- solicit and analyze input and feedback about our Services,  

- monitor and analyze the effectiveness of our Services, 

- identify and address technical issues on our Services, 

- conduct and learn from research about the ways in which you use our Services  

- understand and analyze the usage trends and preferences of our users,  

- improve and develop our features,  
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- develop new products, services, features, and functionality,  

- customize your experiences on our Services based on your activities, 

- to provide you with other information, products or services that you request 

from us, including but not limited to, providing you information on product 

updates or other relevant information.   

c. to advertise to you. We use Advertising Data in order to help us, our clients, or 

potential advertisers evaluate information designed to enhance the success of a 

particular advertising campaign.  

d. to promote safety, integrity and security. We use your Personal Data and information 

we collect: 

- for identification and authentication  

- in order to verify accounts and activity,  

- to combat harmful conduct,  

- to detect, prevent and respond to fraud,  

- to maintain the integrity of our Services, and  

- to promote safety and security on and off our Services.  

For example, we use information collected to investigate suspicious activity or 

violations of our terms or policies, violation of laws, potential intellectual property 

infringement or other misuse of our Services, detect when someone needs help, and 

protect our or others’ rights or property.  

e. for purposes of research or analysis. We may also use your Personal Data and 

Information we collect in aggregate form for purposes of research or analysis 

(“Aggregated Data”). In order to better understand and serve the users of our Services, 

we often conduct research on our customer’s demographics, interests and behavior 

based on Personal Data we gather. Aggregated Data may be derived from your Personal 

Data but is not considered Personal Data as this data does not directly or indirectly 

reveal your identity. We may disclose Aggregated Data about our users, and 

information that does not identify any individual, without restriction. Without 

limitation of the foregoing, we may disclose information relating to the performance, 

downloads and installations of our VR Software without restriction, as long as such 

information does not include your Personal Data and information. However, if we 

combine or connect Aggregated Data with your Personal Data so that it can directly or 

indirectly identify you, we treat these data as Personal Data which will be used in 

accordance with this Privacy Policy. 

f. to send you information about our products and services, targeted marketing, and 

promotional offers, subject to your communication choices. We will continue to 

provide you with information until you ask us not to, by unsubscribing from our 

communication choices. 

g. to carry out our obligations and enforce our rights arising from any contracts entered 

into between you and us and to conduct our administrative and internal business 

operations. 
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h. for any other purpose with your consent, for which we provide specific notice at the 

time the information is collected. 

i. to comply with any court order, law or legal process, including to respond to any 

government or regulatory request.  

5. Lawful Basis for processing your Personal Data and Information  

We will only collect and process your Personal Data and Information where we have a 

lawful basis to do so. As a Data Controller, the lawful basis for our collection and 

processing of your Personal Data varies depending on the manner and purpose for 

which we collect it. Therefore:  

• for the purposes described under Sections 4.a and 4.d we process your Personal 

Data and Information only if and to the extent that the processing is necessary 

for the performance of a contract to which you are party or in order to take steps 

at your request prior to entering into a contract (Art. 6 par. 1 a GDPR) 

• for the purposes described under Sections 4.b, 4.c, 4.d, 4.e and 4.g we process 

your Personal Data and Information only if and to the extent that we have a 

legitimate interest, except where such interest is overridden by your interests or 

fundamental rights and freedoms which require protection of personal data (Art. 

6 par. 1 f GDPR) 

In addition, we collect and process your Personal Data and Information if and to the 

extent that the processing is necessary for the fulfilment of requirements and obligations 

stated in laws, regulations or decisions from authorities and supervisors (legal 

obligation) or processing is necessary in order to protect your vital interests or the vital 

interests of another natural person 

Consent. For any other purpose not included in the purposes described under Section 

4 or in case of processing of special categories of data, we will ask for your consent to 

process your Personal Data and Information. The consent will contain information on 

that specific processing activity. In this case the lawful basis for the processing by us 

of your Personal Data and information is the consent you provided.  If you have given 

consent to a processing of your Personal Data and Information you can always 

withdraw the consent as described in Section 11 g.  

We will only use your Personal Data and Information for the purposes for which we 

have collected it, unless we reasonably consider that we need to use it for another reason 

and that reason is compatible with the original purpose or the processing undertaken is 

otherwise permitted by law. In case we use your Personal Data for an unrelated purpose, 

we will notify you promptly and we will explain the lawful basis which allows us to do 

so. 

Whenever we note that we use legitimate interest as a legal basis for a specific situation, 

we rely on internal legal analysis on how in these specific cases we have balanced out 

the legitimate interest to the interests or fundamental rights and freedoms of the data 
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subject. The analysis is updated if we decide to collect more data, for another purpose 

or there are new developments that require a new assessment. 

6. Where your Personal Data and Information is stored 

Our Company currently maintains Servers where your Personal Data and Information 

is stored, in the United States of America. Therefore, your Personal Data and 

Information may be processed on servers located outside of the country where you are 

located. 

If you are accustomed to or familiar with the privacy laws of other countries, please 

note that the laws governing the processing of Personal Data and Information in the 

United States of America may not be as rigorous as those in the European Union, 

Switzerland or other nations. Furthermore: 

• as of July 16th, 2020, the EU-U.S. Privacy Shield Framework is no longer a 

valid mechanism to comply with EU data protection requirements when 

transferring personal data from the European Union to the United States, 

• as of September 8th, 2020, the Federal Data Protection and Information 

Commissioner (FDPIC) of Switzerland issued an opinion concluding that the 

Swiss-U.S. Privacy Shield Framework does not provide an adequate level of 

protection for data transfers from Switzerland to the United States pursuant to 

Switzerland’s Federal Act on Data Protection (FADP). 

However, this does not relieve participants in the EU-U.S. Privacy Shield of their 

obligations under the EU-U.S. Privacy Shield Framework neither relieve participants 

in the Swiss-U.S. Privacy Shield of their obligations under the Swiss-U.S. Privacy 

Shield Framework. 

Regardless of where your Personal Data and Information is processed, we try and take 

all reasonable steps, to ensure that the Personal Data we retain about you is stored 

securely and, in light of the information provided to us, is as accurate, current and 

complete as necessary for the purposes for which we use it and we apply the same 

protections described in this Privacy Policy. For more details on how we safely transfer 

your Personal Data and Information refer to Section 8 below.  

7. Who we may disclose your Personal Data and Information to 

Except as described in this Privacy Policy, we will not disclose Personal Data and 

Information about you that we collect when you use our Services, to third parties 

without your consent. However, we may disclose Personal Data and Information about 

you to third parties if you consent to us doing so, as well as in the following 

circumstances: 

a. Information Shared with Our Service Providers and other Third Parties. We may 

engage external service providers, researchers and other partners to work with us to 

administer and provide our Services. As part of that we may share Personal Data and 

Information as well as Advertising Data we collect with these companies and 
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organizations that perform services on our behalf, for example, companies that provide 

data management or other support services to us (such as data storage, analytics trackers 

and Web hosting services). These external service providers will process your Personal 

Data and Information only on our behalf and in compliance with this Privacy Policy, 

have access to your Personal Data and Information only for the purpose of performing 

services on our behalf and we make sure that each one of them is contractually obliged 

not to disclose or use your Personal Data and Information for any other purpose.  

b. Information Shared with Other Users. When you use our Services, and in particular 

when you user our VR Software, we will share certain Personal Data and Information 

with other users. These Personal Data and Information include your profile (such as 

your username and your avatar), your achievements and score.  

c. Information shared with Third Parties. We may share Advertising Data in aggregate 

form as well as other Aggregated Data or otherwise non-personal or de-identified 

information, with third parties such as our potential clients, for various purposes, 

including: 

(i) compliance with various reporting obligations,  

(ii) for business or marketing purposes, or  

(iii) to assist them in understanding our user’s interests, habits, and usage patterns for 

certain and assessing whether or how they plan to advertise using our Services. 

d. Information Disclosed for Our Protection and the Protection of Others. We cooperate 

with government and law enforcement officials or private parties to enforce and comply 

with the law. We only disclose Personal Data and Information about you to government 

or law enforcement officials or private parties when we reasonably believe necessary 

or appropriate:  

- to respond to claims, legal process (including subpoenas and warrants) 

- to protect our property, rights, and safety and the property, rights, and safety of 

our users, a third party or the public in general and  

- to investigate and stop any activity that we consider illegal, unethical, or legally 

actionable. 

We may, furthermore, disclose your Personal Data and Information we collect in order 

to enforce the Terms of Use of our Services or other agreements that govern your use 

of the Services or to protect your vital interests. 

d. Information Disclosed in Connection with Business Transactions. Personal Data and 

Information that we collect from our users or that are collected by advertisements we 

host is a business asset and will become part of our normal business records. If we are 

acquired by a third party as a result of a transaction such as a merger, acquisition, 

reorganization or asset sale or if our assets are acquired by a third party in the event of 

dissolution or liquidation or in the event enter bankruptcy, some or all of our assets, 

including your Personal Data and Information, will be disclosed or transferred to a third 

party acquirer in connection with the transaction. If such a transfer occurs, the acquiring 

company’s use of your Personal Data and Information will still be subject to this 

Privacy Policy, and the privacy preferences you have expressed to us. 
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8. How your Personal Data and Information is transferred 

Without prejudice to Section 6 of this Privacy Policy we may transfer your Personal 

Data and Information in a country outside of your home country, including in the USA, 

for the purposes outlined in this Privacy Policy to the extent permitted by applicable 

laws. The data protection laws in these countries may not be the same as in your home 

country. 

If we transfer your Personal Data and Information from Switzerland or the EU to other 

countries, including the USA, we ensure that a similar degree of protection is provided 

to your Personal Data and Information as within Switzerland or the EU, as applicable, 

by ensuring that at least one of the following safeguards is implemented: 

• The country that your Personal Data and Information is transferred to is a 

country that the European Commission has deemed to provide an adequate level 

of protection for Personal Data and Information. 

• We use specific contracts approved by the European Commission, which give 

your Personal Data and Information the same protection as it has in the EU, as 

applicable, when we engage with service providers. 

 

9. How we keep your Personal Data and Information safe 

We consider the confidentiality and security of your Personal Data and Information to 

be of the utmost importance. We have endeavored to put in place appropriate legal, 

organizational, technical and administrative security measures that are designed to 

improve the integrity and security of information that we collect and maintain and 

prevent your Personal Data and Information from being accidentally lost, used or 

accessed in an unauthorized way, improperly altered or disclosed. In this context we 

make sure to limit access to your Personal Data and Information to employees, agents, 

contractors and other third parties who have a business need to know and in accordance 

with this Privacy Policy. They will only process your Personal Data and Information 

on our instructions and they are subject to a duty of confidentiality. We have, 

furthermore, put in place procedures to deal with any suspected Personal Data breach 

and will notify you and any applicable regulator of a breach where we are legally 

required to do so. 

However, please be aware that no security measures are perfect or impenetrable. Since 

the Internet is not a 100% secure environment we cannot guarantee the security of your 

Personal Data and Information, and there is some risk that an unauthorized third party 

may find a way to circumvent our security systems or that transmission of your 

information over the Internet will be intercepted.  We cannot and do not guarantee that 

Personal Data and Information about you will not be accessed, viewed, disclosed, 

altered, or destroyed by breach of any of our security measures. It is your responsibility 

to protect the confidentiality of your Personal Data and Information. For this purpose, 

please make sure to keep your password confidential and not disclose it to any other 
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person. You are responsible for all uses of our Services by any person using your 

password. Please advise us immediately if you believe your password has been 

misused. If you have any questions about our security practices, feel free to email us at 

info@oramavr.com .  

10.  How long we will keep your Personal Data and Information 

We, and anyone that we share your Personal Data and Information with, keep your 

Personal Data and Information that identifies you for as long as we need to provide the 

Services to you and fulfil the purposes set out in this Privacy Policy, unless retention 

of the data for a longer period is justified in order to comply with law or recordkeeping 

obligations, to respond to a legal request, prevent harm, or to improve our safety, 

integrity and security features. This is a case-by-case determination that depends on 

things like the nature of the data, why it is collected and processed, and relevant legal, 

integrity or operational retention needs.  

When we no longer need to use your Personal Data and Information and there is no 

need for us to keep it to comply with our legal or regulatory obligations, we will either 

remove it from our systems or anonymize it so that it can no longer be associated with 

you. When removing Personal Data and Information, we will take commercially 

reasonable and technically feasible measures to make said Personal Data and 

Information irrecoverable or irreproducible. 

11. Your privacy rights and choices 

You have certain rights as a data subject in relation to your Personal Data and 

Information: 

a. Request access to your Personal Data and Information 

You have the right to access the Personal Data and Information we keep about you. 

You may, therefore, request to obtain a copy of the Personal Data and Information we 

hold about you and certain information relating to our processing of your Personal Data 

and Information by emailing info@oramavr.com  

Your right to access may, however, be restricted by legislation, protection of other 

people’s privacy and consideration for our Company’s business concept and business 

practices. Our know-how, business secrets as well as internal assessments and material 

may also restrict your right of access. 

b. Request correction of your Personal Data and Information  

If your Personal Data and Information are incorrect or incomplete, you are entitled to 

have your Personal Data and Information corrected. You can update your personal data 

at any time by emailing info@oramavr.com  

c. Request erasure 

You have the right request erasure of your Personal Data and Information in case: 

mailto:info@oramavr.com
mailto:info@oramavr.com
mailto:info@oramavr.com


 12 

- you withdraw your consent to the processing and there is no other legitimate 

reason for processing, 

- you object to the processing and there is no justified reason for continuing the 

processing or  

- processing is unlawful. 

Note, however, that we may not always be able to comply with your request of erasure 

for specific legal reasons which will be notified to you, if applicable, at the time of your 

request. 

d. Request restriction of processing of your Personal Data and Information 

If you contest the accuracy of your Personal Data and Information or the lawfulness of 

the processing, or if you have objected to the processing of your Personal Data and 

Information in accordance with your right to object, you may request the restriction of 

the processing of your Personal Data and Information. In this case the processing will 

be restricted to storage only, until the accuracy of your Personal Data and Information 

can be established or it can be checked whether our legitimate interests override your 

interests. 

However, please keep in mind that even when the processing of your Personal Data and 

Information has been restricted as described above, we may process your data in other 

ways if this is necessary to enforce a legal claim or you have given your consent. In 

addition, where processing is restricted, we are allowed to retain sufficient information 

about you to ensure that the restriction is respected in future.  

e. Object to processing of your Personal Data and Information 

You have the right to object to the processing of your Personal Data and Information 

where we believe we have a legitimate interest in processing it. You also have the right 

to object to our processing of your Personal Data and Information for direct marketing 

purposes. However, in some cases, we may demonstrate that we have compelling 

legitimate grounds to process your data which override your rights and freedoms. 

f. Request the transfer of your Personal Data and Information 

You have the right to obtain a digital copy of your personal data or request the transfer 

of your personal data to another company. Please note though that this right only applies 

to automated data which you initially provided consent for us to use or where we used 

the data to perform a contract with you. 

g. Right to withdraw your consent  

You have the right to withdraw your consent at any time by contacting us on 

info@oramavr.com. However, please note that the withdrawal of your consent does not 

affect the lawfulness of the processing based on your consent before its withdrawal.  

h. Right to lodge a complaint 

If you have any concerns or complaints regarding the way in which we process your 

Personal Data and Information, please email us at info@oramavr.com. You also have 

mailto:info@oramavr.com
mailto:info@oramavr.com
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the right to complain to a regulator. We would appreciate the chance to deal with your 

concerns directly so we would prefer you to contact us first. However, if you are based 

in the EU and believe that we have not complied with data protection laws, you can 

complain to your local supervisory authority.  

The law provides exceptions to these rights in certain circumstances. Where you cannot 

exercise one of these rights due to such an exception, we will explain to you why. 

After you contact us, you may receive an email in order to verify your request. We aim 

to provide the information or complete the outcome you request within 30 days, or such 

shorter time period as provided by laws of your jurisdiction. 

12.  How to modify your Personal Data and Information - Opt out clause  

We offer you choices regarding the collection, use, and sharing of your Personal Data 

and Information and we’ll respect the choices you make. However, please note that if 

you decide not to provide us with the Personal Data and Information that we request, 

you may not be able to access all of the features of our Services. 

You may update your profile information through our Services. If you wish to access, 

update, delete or amend any other personal information we hold about you, you may 

contact us at info@oramavr.com. 

If you wish to have your name removed from any of our mailing or subscription lists, 

please write to us at our above address or click the remove subscription link set forth in 

the relevant communication (typically provided at the end of such communication). In 

the event that you contact us with this request, all reasonable efforts will be taken to 

ensure that you will not receive any further communications from which you have 

opted-out in the future. 

13.  Minors 

OUR SERVICES ARE NOT MEANT FOR MINORS. You must be at least eighteen 

(18) years old, a qualified surgeon and a registered user to use our Services. If you are 

over eighteen (18) years old but have not yet reached the age of majority, you must 

have your parent or guardian’s permission to use our Services. If you become aware 

that your child or any child under your care has provided us with information without 

your consent, please contact us at the contact information listed below and we will 

delete any such account or profile and associated information. 

14.  Links to websites and other third parties 

Our website may include links to and from the websites of our partner networks, 

advertisers and affiliates, or to social media platforms. If you follow a link to any of 

these websites, please note that these websites have their own privacy policies and that 

we do not accept any responsibility or liability for these policies. Please check these 

policies before you submit any Personal Data and Information to their websites. 

mailto:info@oramavr.com
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15.  Changes to this Privacy Policy  

Any Personal Data and Information that we collect is covered by the Privacy Policy in 

effect at the time such information is collected. However, we are constantly improving 

and developing our services, products and website, so we may make changes to this 

Privacy Policy from time to time. If the changes are significant, we will provide notice 

of such changes as appropriate, such as by sending you an email notification to the 

address you’ve provided. If we make an administrative change, we will update the "Last 

Updated" date at the top of this Privacy Policy. 

Please revisit this page periodically to stay aware of any changes to this Privacy Policy, 

which we may update from time to time. Your continued use of our Services after the 

revised Privacy Policy has become effective indicates that you have read, understood 

and agreed to the current version of this Privacy Policy. 

 

16. General Data Protection Regulation (GDPR) 

The General Data Protection Regulation (GDPR) was created to align the data privacy 

laws across all EU countries. The GDPR came into effect on May 25th, 2018 and 

replaces the Data Protection Directive 95/46/EC. A major update within the GDPR is 

that the processing of any EU citizens’ information is now protected, regardless of 

whether the information processing is done within the EU or not, and regardless of 

where the data controller is located. If you are a citizen of the European Union (EU) or 

European Economic Area (EEA) and are using our Services, we will maintain your 

Personal Data in accordance with the principles of the GDPR as outlined in this Privacy 

Policy. 

17. How to contact us  

If you have any questions or concerns regarding our Privacy Policy, you can always 

contact us by sending us an email to info@oramavr.com. We, also, have appointed a 

Data Protection Officer (under GDPR)/ Data Protection Advisor (under FADP) that 

you can contact by sending a message to:  dpo@oramavr.com. You can also lodge a 

complaint or contact our lead supervisory authority, the Federal Data Protection and 

Information Commissioner (FDPIC) or the data protection authority in any of the 

countries where we provide our Services to you. 

 

 

Effective Date of This Privacy Policy: 

This Privacy Policy is effective as of June 16th, 2022. 
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